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Baker & McKenzie’s quarterly corporate compliance publication, “Inside the 
FCPA,” is an electronic and hard copy newsletter dedicated to the critical 
examination of developments in U.S. and international anti-corruption 
compliance that are of particular concern to global companies (and their 
officers and employees). The newsletter is written with the intention of 
meshing specialized U.S. coverage with a select international viewpoint in 
order to meet the expectations of an international client base and a 
discriminating readership. We seek to make our guidance practical and 
informative in light of today’s robust enforcement climate, and we encourage 
your feedback on this and future newsletters.

If you would like to provide comments, want further information about the 
matters discussed in this issue, or are aware of others who may be interested 
in receiving this newsletter, please contact Maria McMahon of Baker & 
McKenzie at maria.mcmahon@bakermckenzie.com or +1 202 452 7058. We 
look forward to hearing from you and to serving (or continuing to serve) your 
FCPA, international anti-corruption, and corporate compliance needs.

When a DPA is DOA: What the Increasing 
Judicial Disapproval of Corporate DPAs Means 
for Corporate Resolutions with the U.S.
Government*

By Joan E. Meyer and Trevor N. McFadden, Washington D.C.

In February, yet another high-profile negotiated settlement between a 
company and a government agency was thrown into doubt after a judge 
refused to approve the terms reached by the parties. On February 5, U.S. 
District Court for the District of Columbia Judge Richard Leon refused to 
approve a motion filed by the Department of Justice (“DOJ”) and Fokker 
Services B.V. (“Fokker”), thereby effectively rejecting the parties’ proposed 
deferred prosecution agreement (“DPA”), because he found the terms of the 
DPA to be “anemic.”

1
The parties have appealed his decision and requested 

an expedited review by the U.S. Court of Appeals for the District of Columbia 
Circuit.

This is at least the fifth proposed settlement between the federal government 
and a corporation that a federal judge has questioned in the last four years. 
Judge Leon previously initially rejected a Foreign Corrupt Practices Act 
(“FCPA”) settlement between the Securities and Exchange Commission 

1 United States v. Fokker Services B.V., 14-cr-121 (D.D.C. Feb. 5, 2015) (Mem. Op.) at 13.
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(“SEC”) and IBM Corp.2 He approved another FCPA settlement between the 
SEC and Tyco Int’l Ltd., but only after a nine-month delay and the parties 
agreed to a stringent schedule of compliance reports to be filed directly with 
the court.

3

Judge Leon is not alone in his increasingly aggressive review of government 
settlement agreements. His Fokker opinion relied in part on a prior ruling by 
Judge John Gleeson of the U.S. District Court for the Eastern District of New 
York, which emphasized the courts’ supervisory power to decide whether to 
approve DPAs. In that case, Judge Gleeson delayed approval of a settlement 
agreement between the DOJ and HSBC relating to alleged money laundering 
violations. This newly assertive judicial role in reviewing these agreements 
arguably began in 2011, when U.S. District Court for the Southern District of 
New York Judge Jed Rakoff rejected an SEC settlement with Citigroup 
regarding alleged misrepresentations in structuring and marketing a billion-
dollar fund through which investors lost millions of dollars.

4
Although an 

appellate court ultimately reversed Judge Rakoff’s ruling as an abuse of 
discretion,5 other judges seem undeterred from following his lead.

Courts routinely approve parties’ proposed settlement agreements, whether 
they relate to a simple lawsuit between private parties, or a plea agreement or 
other negotiated resolution with the government. However, in the above-
mentioned cases, judges have been concerned that the corporation was 
getting off too lightly for the alleged violations. Although each of these 
corporations were facing millions of dollars in penalties under the agreements 
they negotiated with the government, the courts wanted more. Judge Leon, for 
instance, noted that Fokker’s penalties only equaled the profits it allegedly 
obtained through the sanctions violations. Judge Rakoff objected that 
Citigroup was not required to admit the truth of the SEC’s allegations and that 
the affected investors were unlikely to benefit from the proposed settlement. 
Notably, in part as a result of Judge Rakoff’s criticism, the SEC has changed 
its policy and now frequently requires corporations to admit liability in 
settlement agreements, even though the appellate court reversed Judge 
Rakoff on this point.

6

Corporations seeking to settle outstanding investigations with regulators like 
the DOJ or SEC should beware of the potential implications of this new trend. 
Government attorneys will be wary of agreeing to settlements that may appear 
overly generous to the corporation. This string of judicial rejections of 
settlement agreements threatens the government agencies involved and 
diminishes their traditional autonomy in negotiated resolutions. In particular, 
government attorneys may be more likely to adopt the following requirements:

 Demand that the corporation, or a subsidiary, accept a guilty plea 
rather than a DPA. Unlike corporations, individuals typically are 
required to plead guilty to resolve criminal liability. Corporations have 
been given alternative resolutions more frequently because of the 
argument that a corporate guilty plea can have unintended collateral 
consequences that harm shareholders and employees. Despite this 

2 SEC v. Int’l Business Machines Corp., 11-cv-00563 (D.D.C. Dec. 20, 2012).

3 SEC v. Tyco Int’l Ltd., 1:12-cv-01583 (D.D.C. Dec. Sep. 24, 2012).

4 SEC v. Citigroup Global Markets, Inc., 827 F. Supp.2d 328 (S.D.N.Y), rev’d 752 F.3d 285 (2d. 

Cir. 2014).

5
SEC v. Citigroup Global Markets, Inc. 752 F.3d 285 (2d Cir. 2014).

6 Id. at 295.
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concern, some judges have suggested corporations are getting off too 
lightly compared to individuals accused of comparable or less 
pervasive conduct. The U.S. Attorney General, in response to 
criticisms of the DOJ’s lack of action during the financial crisis, has 
also argued that no corporation is “too big to jail.” Notably, several 
recent large settlements, including the $2.6 billion settlement with 
Credit Suisse, have involved corporate guilty pleas.

 Demand information facilitating the prosecution of corporate officers 
and employees. Over the last few years, Congress, commentators 
and judges have criticized the DOJ for reaching negotiated 
settlements with corporations without prosecuting any of the 
individuals responsible for the corporation’s misconduct. In response, 
senior DOJ officials have emphasized the importance of holding 
individuals responsible for corporate crimes and demanded that 
corporations provide inculpatory information regarding current and 
former employees as a precondition for a favorable corporate 
settlement.

 Require restitution for victims of the misconduct. One of Judge 
Rakoff’s objections to the Citigroup settlement agreement was that it 
did not provide for any remuneration to the investors allegedly 
impacted by Citigroup’s conduct. Such a requirement could 
significantly increase the cost of a resolution. In addition, settlements 
that require admissions of liability can have a similar effect by 
collaterally estopping the defendant from disputing the allegations in 
follow-on private litigation, which increases the cost of a 
comprehensive resolution. 

However, these recent judicial decisions do hold a silver lining for companies 
that are looking to leverage the lessons learned from them. Where 
appropriate, corporate counsel should consider the following options when 
negotiating with the government:

 Emphasize the advantages of an NPA over a DPA. Unlike a DPA, a 
non-prosecution agreement (“NPA”) need not be approved or 
monitored by a federal court. For the DOJ, this would avoid the 
potential for judicial disapproval of the negotiated settlement 
agreement, giving the DOJ certainty and finality on its own terms. For 
the corporation, an NPA is viewed as less severe than a DPA, and 
thus the company will benefit from the lower opprobrium that would 
attach to that type of agreement. It would behoove companies facing 
a likely DPA to highlight the advantages to both parties of avoiding 
judicial review of their settlement.

 Demand that mitigating factors be fully and clearly presented in the 
settlement documents. The statement of facts and other language in a 
corporate DPA are the result of often vigorous negotiations between 
the parties, but the government usually insists on certain admissions 
as a condition of settlement. As a result, it is not unusual for the 
settlement documents to contain a detailed recitation of stipulated 
facts even though the government would have been hard-pressed to 
actually prove them at trial. In light of the fact that courts are 
increasingly reading the settlement documents and believing the 
defendant corporation was receiving too favorable a deal, it may be 
prudent for the parties to include a similarly detailed list of mitigating 
factors to balance an aggressively written presentation of the 
government’s case. More even-handed settlement documents would 
both assist the court in evaluating the reasonableness of the ultimate 



4 Inside the FCPA Client Newsletter Spring 2015

settlement and demonstrate the corporation’s cooperation and desire 
to act responsibly.

The legal setting in which corporations are negotiating with U.S. regulators is 
always evolving. Federal judges’ increasing willingness to second-guess 
negotiated settlements between the government and corporations is likely to 
encourage government attorneys to seek even more onerous settlements to 
ensure that judges do not reject them or criticize the agency in open court. 
Companies and their counsel should be ready to push back, using the judicial 
scrutiny to their advantage where possible.

*This article has been reproduced with permission from Corporate 
Accountability Report, 13 CARE 17, 04/24/2015. Copyright 2015 by The 
Bureau of National Affairs, Inc. (800-372-1033). http://www.bna.com.
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Independence Day:
The Separate and Equal Compliance 
Department

by John P. Cunningham and Crystal R. Jezierski, Washington, D.C.

The question of where a compliance department should reside within the 
corporate configuration is getting significant attention by companies and 
commentators alike. Indeed, news reports over the past year have 
underscored the trend of elevating Chief Compliance Officers (“CCOs”) in the 
company hierarchy, creating separation between compliance and legal within 
the corporate infrastructure, and boosting spending on compliance resources.
Moreover, because the aptitude of companies in detecting, preventing, and 
deterring unethical and/or criminal conduct through effective compliance is 
increasingly scrutinized by enforcement authorities worldwide, the need for a 
trained, dedicated, and independent corporate compliance function may be 
more important than ever.

This idea of an empowered CCO working collaboratively with a dedicated 
compliance department has fostered a robust public discussion about where 
exactly a compliance group should be housed in the corporate configuration, 
and whether it should be operated and maintained separately from the legal 
department. Many companies are opting for separation and independence, 
furthering a trend that has gained considerable support from relevant law 
enforcement and regulatory bodies. This article explores this trend and 
discusses the pertinent regulatory and practical considerations for companies 
seeking to make an informed decision on how best to structure and resource 
their compliance groups.

History and Evidence of the Trend

The dialogue over best practices with respect to a company’s compliance 
structure took on increased significance when, in 2010, the U.S. Sentencing 
Commission revised the definition of an “effective compliance program” in the 
U.S. Sentencing Guidelines (“Guidelines”) to require that the individual with 
operational responsibility for the program have direct reporting obligations to 
the organization’s governing authority (e.g., board of directors).1 The 
Guidelines explain that this individual must have authority to communicate 
personally and promptly to the governing authority on any matter involving 
criminal conduct (or potential criminal conduct) and at least annually on the 
implementation and effectiveness of the program.

2

Similarly, in 2012, in A Resource Guide to the U.S. Foreign Corrupt Practices 
Act, the U.S. Department of Justice (“DOJ”) and Securities and Exchange 
Commission (“SEC”) emphasized that the individual responsible for oversight 
and implementation of a company’s compliance program “must have 
appropriate authority within the organization, adequate autonomy from
management, and sufficient resources to ensure that the company’s 
compliance program is implemented effectively.”3 And outside of the United 
States, Brazil’s Clean Company Act, the new criminal code requirements in 

1 U.S. Sentencing Guidelines § 8B2.1(b)(2)(C).

2 Id. § 8C2.5 (Application Note 11).

3 Dep’t of Justice & Sec. & Exch. Comm., A Resource Guide to the U.S. Foreign Corrupt 

Practices Act at 58 (2012) (emphasis added).
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Spain, and the U.K. Bribery Act all incorporate the expectation that an 
effective compliance program will include a lead compliance officer with a 
certain level of seniority, autonomy, and independence vis-à-vis other 
corporate groups, such as legal.

Moreover, a joint Society of Corporate Compliance and Ethics (“SCCE”) and 
NYSE Governance Services survey released in September 2014 found that 
only 8% of the 249 organizations surveyed placed overall responsibility for the 
ethics and compliance program with the general counsel or chief legal officer, 
while 56% placed it with a compliance and/or ethics officer.

4
Among the 

entities surveyed, only 18% of the individuals responsible for compliance 
reported to the general counsel, while 38% reported to the CEO, and 19% to 
the board of directors. Accordingly, well over half of the entities surveyed 
maintain compliance departments separate from, and certainly not under the 
direct control of, the general counsel.

An annual benchmarking survey conducted by Deloitte and Compliance Week
reveals a similar trend. Of the 364 respondents participating in their 2015 
Compliance Trends Survey, 59% reported having a stand-alone CCO, 
representing a 9% increase from the survey’s 2014 findings and a 22% 
increase from the 2013 findings. Additionally, in 57% of the participant 
companies, the CCO reports directly to the CEO or board of directors. Also, 
importantly, the CCO sits on the executive management committee in 51% of 
the respondent entities. Contrast these findings with those reflecting the 
CCO’s relationship with the legal function – only 15% of CCOs in the 
companies surveyed function as both CCO and general counsel and only 21% 
report directly to their company’s general counsel.

Another high-profile example of this trend was captured in the recent 
responses by companies in the banking and financial services sectors to anti-
money laundering regulatory and enforcement obligations. Over the past year, 
for instance, several global banks publicly announced plans to separate their 
compliance and legal functions, while other major financial institutions 
publicized a substantial expansion and/or enhanced expenditures for their 
compliance staffing and resource budgets.

Based on statements from relevant authorities, such changes to infrastructure, 
as well as increased compliance spending, appear to be warranted. In an 
October 2014 speech, for example, a high-ranking official at the DOJ stated 
that, while the decision about whether to separate compliance and legal 
should be made on a case-by-case basis, and tailored to a company’s specific 
circumstances, ultimately, compliance departments should act independently 
and with autonomy. The official further emphasized that those overseeing the 
compliance function (e.g., the CCO) should be able to demonstrate they have 
a direct line of communication to the board of directors. Last month, the 
Assistant Attorney General for the DOJ’s Criminal Division stressed the 
importance of an adequately funded compliance department that has 
sufficient independent stature within a company. Such comments cast some 
uncertainty about whether a compliance function housed within or as part of
the legal group would be perceived by U.S. authorities in 2015 as sufficiently 
influential to be viewed as effective.

4 Another 23% placed it with a Director or an Executive/Senior/Vice President, 4% placed it with a 

manager or Chief Human Resources Officer, and 9% placed it with some “other” individual.
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Divergence of Objectives

One of the primary goals of a corporate legal department is to identify and 
manage legal risk presented by the corporation’s specific business profile. 
The legal group is, therefore, often tasked with, among other things, 
supporting the business function and assisting in the development of the
company’s business intentions. It must also, of course, defend the company 
against the threat of litigation and otherwise protect the legal interests of the 
company around the world.

The main objective of a compliance department, on the other hand, is to 
develop and manage the means through which a company conforms the 
conduct of its employees to fit within applicable ethical, legal, and regulatory 
obligations. A company’s efforts in this regard are independently addressed in 
both the Guidelines, as noted above, and the Principles of Federal 
Prosecution of Business Organizations set forth in the U.S. Attorneys’ Manual 
(“Principles”). The Principles direct U.S. prosecutors to consider the strength 
and effectiveness of a compliance program as proof of a company’s good faith 
attempt to ensure that its employees and/or others acting for or on its behalf 
do not engage in criminal conduct.

These differing objectives can sometimes result in a type of conflict of interest
between legal and compliance. The legal group’s role as an advocate for the 
company may, for instance, conflict with the notion of independence in making 
difficult decisions about high-risk business opportunities. Indeed, one recent 
corporate Foreign Corrupt Practices Act (“FCPA”) enforcement action is 
illustrative of how the divergent aims of the legal and compliance functions 
can result in problems. According to the government in that matter, members 
of the company’s legal team had knowledge of ongoing misconduct at a 
foreign subsidiary, but acquiesced to the efforts of foreign business executives 
to cover up the misconduct -- and also took no steps to improve internal 
controls designed to prevent future misconduct. Citing, among other things, 
the lack of a dedicated compliance officer and experienced compliance 
personnel, the DOJ labeled the company’s program as “inadequate” and 
spotlighted the absence of certain compliance-related activities typically 
performed by devoted compliance departments, such as training on policies, 
implementation and management of a due diligence program, approval for the 
retention of third parties, periodic risk assessments, and oversight of gifts, 
travel, and entertainment expenses.

Practical Considerations for Companies

The design, implementation, and oversight of an effective compliance 
program should be tailored to each company’s industry, business model, 
global footprint, and overall risk profile. The key is to carefully consider what 
structure will put the company in the best position to prevent, detect, and deter 
improper conduct. Given the substantial benefits that can inure to companies 
that take time to invest properly and proportionately in compliance, the failure 
to design, implement, and maintain an effective and independent program can 
result in unnecessary costs and unwelcome attention from relevant 
authorities.

In light of the above, companies should evaluate the current structure of their 
legal and compliance departments and determine whether the compliance 
function is sufficiently independent, autonomous, resourced, and empowered 
(with open lines of communication to the board of directors). Below are some 
best-practice considerations for entities evaluating their compliance 
departments in this respect.
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 Highly-Regulated Industry -- As noted above with financial institutions 
in the area of anti-money laundering compliance, the requirements of 
certain regulated industries are such that compliance should be 
carved out from legal and sufficiently independent to ensure that the 
compliance function has the influence and resources necessary to 
avert unethical and illegal conduct.

 Significant Operations in Emerging Markets and/or Higher-Risk 
Countries – Certain industries and business models require 
substantial operations in emerging markets or countries known for a 
higher risk of corruption and other criminal activity. Such companies 
may sometimes find the roles of the legal department and the 
compliance group at odds making, as noted above, the independence 
of compliance a critical factor in the detection and prevention of 
improper conduct.

 Corporate Growth and Development – Companies entering a stage of 
significant growth through mergers and acquisitions or joint ventures, 
for example, face increased compliance risks by absorbing new 
employees from different compliance cultures and entering new 
regulatory markets. In such circumstances, an empowered and 
independent compliance department will help ensure that business 
leaders promptly address red flags associated with these 
transactions, and, when necessary, elevate such concerns to senior 
management. In addition, assigning personnel dedicated to oversight 
of post-transaction compliance integration is key to ensuring that the 
compliance program is effectively implemented in new corporate 
arrangements.

 Decentralized Corporate Structure – For similar reasons, a 
compliance department that is independent from the business and the 
legal team is vital for companies with a decentralized operational 
structure wherein authority is largely delegated to employees in the 
field.

 Recent Compliance-Related Incidents – Companies that have 
recently experienced compliance-related issues should evaluate their 
compliance structure and program effectiveness. Such entities should 
also assess whether the compliance group is sufficiently senior within 
the company’s management structure and whether it has adequate 
autonomy and independence to effectively communicate the 
importance of compliance to the company’s overall success. Even 
where companies have a well-designed compliance program, it is vital 
that employees at all levels of the company view the CCO, CEO, 
board, and other senior leaders as equal members of one team, all of 
whom are fully committed to compliance. Sometimes, the 
misperception that compliance is not imperative to the corporate 
mission can be at the root of related employee misconduct.

 Heavy Reliance on Third Parties – Companies active in certain 
regions or industries may heavily depend on distributors, consultants, 
agents, and other third-party intermediaries. Global enforcement 
authorities expect companies, big and small, to have a means of 
tracking or identifying their third parties, whether they are lower-risk 
vendors and suppliers or higher-risk intermediaries such as business 
development agents. Such authorities likewise expect that companies 
will conduct a centralized, objective, and independent risk evaluation 
on their third parties prior to engagement and retention. For example, 
any company that must appear before the DOJ or SEC in an FCPA 
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matter without such processes in place runs the risk of its compliance 
program being viewed as inadequate. Thus, companies that regularly 
engage third parties should sufficiently staff and resource their 
compliance departments to ensure that they are equipped and 
capable of providing the oversight and monitoring enforcement 
authorities now expect.

 Privately Held Companies – Business organizations that are not 
subject to the SEC’s governance and filing requirements may 
sometimes, understandably, be more complacent in their risk 
management efforts. Accordingly, their boards may have an even 
greater need for an independent perspective on the nature and extent 
of their compliance risks. Regular and direct interaction with the CCO 
will help such boards remain appropriately sensitive to such risks.
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Our Corporate Compliance Practice

Baker & McKenzie’s North American Compliance team offers a 
comprehensive approach to assessing and resolving compliance related 
issues -- including everything from program building and prevention to 
investigations and remediation. Our team advises clients on the full range of 
issues relating to the FCPA, such as structuring transactions and commercial 
relationships to comply with the FCPA, developing and implementing FCPA 
compliance programs, establishing and conducting FCPA training programs, 
conducting internal investigations, advising corporate Audit Committees, and 
representing corporations and individuals before the Department of Justice, 
the Securities and Exchange Commission, and international regulatory 
bodies. The firm’s extensive global network allows us to deliver FCPA-related 
services from offices in the overseas jurisdictions where issues arise, which in 
turn provides valuable local expertise on laws and culture, along with 
significant savings to our clients. Our coordinated approach combines a 
formidable presence in Washington, D.C., with a vast network of experienced 
lawyers throughout the globe.
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